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X.509 Certificate =  
 

Asymmetric Cryptography Key + 
Data Securing + Identity Verification  
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How does X.509 Certificate Authority works? 
 

1. Open your Browser. (Firefox, Chrome, Safari, or Microsoft IE) 
2. If a user is already registered with LogmeOnce, then click on LogmeOnce extension and provide 

your credentials 
3. Click on “Login” button 
4. If a user is not registered yet then register with LogmeOnce first using Signup. 
5. After you are logged in, in on the Dashboard page. 
6. User click on “My Profile” button. 
7. User click on “X.509 Certificate” button. 



 
 

8. Download PKCS#12 certificate. 
9. It should ask for password to protect PKCS#12 file. 


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10. Install PKCS#12 certificate in your browser first. 

11. For  Firefox Browser  - Go to Tools -> Options -> Advanced -> Encryption -> View Certificates -> 
Then choose "Your Certificates" tab - and click Import. 

For Chrome and Safari Browser  - Just double-click - install it in your system. 

12. Select “Enable X.509 Certificate Authentication for Two-Factor Authentication” option. 
13. Click on “Save Changes” button. 

 



 
14. User get Confirmation message. 

 

 
 
 
 

15. Then logout form application and try to login again with valid credentials. 
16. During Login after typing username and password - it should ask you for certificate. 
17. Select certificate and click on “OK” button.   
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18. User should be able to login. 
19. In case you still can't login - system will send you email notification about Login Failed - you will 

be able to disable Two-Factor Authentication with that email. 
20. User is pointed to “Cloud Dashboard”. 
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Frequently Asked Questions (FAQs): 
 

Visit LogmeOnce online support section to access additional support documents.  

http://support.logmeonce.com/forums/21055833-tips-tricks 

 

 

 

 

 

 

 

 

 

Innovation is Our Tradition 

Our Executive team founders are recognized inventors of advanced security products 

that have reached global brand status.   
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